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TAS3 Project Motivation

• TAS3 consolidates scattered research in
– Security, Trust, Privacy, Digital identities, 
Authorization, Authentication…

• TAS3 integrates adaptive business-driven end2end Trust 
Services based on personal information:
– Semantic integration of Security, Trust, Privacy 
components

• TAS3 provides dynamic view on application-level end2end 
exchange of personal data:
– Distributed data repositories
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TAS3 Consortium

• Coordinators:

– K.U.Leuven & Synergetics

• 9 Research Institutes:

– Universities of Eindhoven, Karlsruhe, Kent, Koblenz-
Landau, Leuven, Nottingham, Brussel, Zaragoza

– Consiglio Nazionale delle Ricerche

• 9 Companies & Organizations:

– Custodix, Eifel ASBL, Intalio Ltd, Kenteq, Medisoft, 
Oracle, Risaris Ltd, SAP Research, Synergetics
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TAS3 Objectives & Principles
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Results (1/3) – Generic Architecture
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Results (2/3) – Employability Instance
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Services
• Repositories with
(Personal) Health
Records
• Registries
• …

Security Services
• Authentication
• Credentials
• Auditing
• …

Parties
• Primary care
• Secondary care
• Home care

Associations
• Patient
• Professional
• Scientific

Results (3/3) – Healthcare Instance
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TAS3 – Innovation & Impact

• Open and interoperable 4-layered service oriented 
architecture enforcing
– authentication, authorization, trustworthiness, data protection 

policies and regulation

– semantically interoperable & trust-driven adaptable 
business processes

– instantiated in employability and healthcare contexts

• User-centric management of personal information
– optimize information processing with sticky policies and fine-
grained policy tags
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TAS3 – Contact Information

Web: http://tas3.eu
Project: tas3@ls.kuleuven.be 
Project Manager: luk@synergetics.be
Phone: +32476530021
Email: luk@synergetics.be


